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IAM (Identity and Access
Management) Solutions Engineer

crazydesigns2020@gmail.com
Phone :
Web :

Job Summary

Vacancy :
Deadline : Jan 01, 1970
Published : Feb 19, 2024
Employment Status : Full Time
Experience : 5 - <10 Years
Salary :
Gender : Any
Career Level : Any
Qualification : B.Tech

Job Description

Strong hands-on experience with industry standard authentication technologies and protocols such as
SAML, OAuth, OpenID Connect.
•       Familiarity with SCIM and its integration with Directory services such as Azure AD or LDAP.
•       Expertise in Identity and Authentication solutions such as Ping Federate/Ping Access
•       Holistic view of IAM (Authentication and Authorization Data, Endpoint Security, Network Security)
•       Understanding of Web technologies including HTTP/HTTPS, cookies and session management
Ability to troubleshoot and resolve issues related to authentication, authorization and SSO configurations.

Education & Experience

Must Have

Educational Requirements

B.Tech

Compensation & Other Benefits


